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This Statement of Work (SOW) and any exhibits, appendices, schedules, and attachments to it are made pursuant to Work Order **7-TWNTOSPDU** and describes the work to be performed (Services) by Microsoft (“us,” “we”) for (“Customer,” “you,” “your”) relating to the implementation of Azure Active Directory (project).

This SOW and the associated Work Order expire 30 days after their publication date, unless signed by both parties or formally extended in writing by Microsoft.

Introduction

Singapore’s Ministry of Education () has taken on the initiative to revisit their Identity Management Services provided to Singapore’s students, Singapore’s school staff and the HQ Staff. As part of this revisit, the has taken on to implement a solution concept with a new on-premises Identity Management System. Directory Services part of this system synchronizes the identity objects related to students, school staff and HQ staff into Microsoft Azure Active Directory Services.

Within the solution the Microsoft Azure Active Directory Services is envisioned to service the Office 365 tenant dedicated to students and school staff as well as the authentication and authorization source for around hundred and forty (140) student and school staff related applications used by students, school staff and HQ staff totaling up to around five hundred and fifty thousand (550.000) users.

Azure Information Protection (AIP) will be used to protect sensitive information for those users. This solution provides data protection capabilities that can help customers classify, label, and protect sensitive information. The goal is to implement the core information protection capabilities of Microsoft Azure Information Protection.

, as the implementor of the earlier mentioned Identity Management System for their end Customer the Singapore’s Ministry of Education, has engaged Microsoft Services through this Statement of Work to assist them with the planning of the service configuration, usage and operations aspects of the Microsoft Azure Active Directory Services in earlier mentioned context.

# Project objectives and scope

## Objectives

The objective of this project is to integrate the on-premises Active Directory Domain Services (AD DS) environment with Azure Active Directory.

The purpose of this SOW is to provide you with the scope, activities, and timeline necessary to complete these activities, where this project:

* Establishes integration between your on-premises AD DS environments and Azure Active Directory to support onboarding to Microsoft Office 365 or other online services. Azure Active Directory Connect will be installed and configured for synchronization, and authentication will be established using password hash synchronization, pass-through authentication, or federated authentication using Active Directory Federation Services (AD FS) or a third-party identity provider.
* Enables and configures Azure Active Directory self-service password management, self-service group management (SSGM), privileged identity management (PIM), and group-based licensing assignment.
* Enables and configures Azure Multi-Factor Authentication (MFA) and configure Azure Active Directory conditional access policies for a tenant, applying controls to Azure Active Directory–integrated applications including Office 365. Educate on the policy options available and taken through a policy design exercise, after which those policies will be applied to the tenant.
* Enables and configures Azure Active Directory Password Protection for blocking weak passwords in Windows Active Directory
* Enables and configures Azure Active Directory Access Reviews to efficiently manage groups memberships, access to enterprise applications and roles assignments.
* Implement core Azure Information Protection (AIP) capabilities that can help users to manually protect their data.

## Areas in scope

### General project scope

Microsoft will provide Services in support of the following scope.

| Area | Description | Assumptions |
| --- | --- | --- |
| Azure Active Directory integration | Integrate 1 Azure Active Directory tenant with up to one AD DS forest (or forests) for synchronization and authentication. Microsoft will deliver the following to achieve this:  Installation and configuration of Azure Active Directory Connect synchronization to Customer specifications on up to 2 servers (1 primary and 1 staging), limited to options that are configurable through the Azure Active Directory Connect configuration wizard  Configuration of Azure Active Directory authentication using password synchronization, pass-through authentication, or federated authentication  Implementation of the Azure Active Directory seamless single sign-on (SSO) feature optionally if the Customer is not using federated authentication  Installation of the Azure Active Directory Connect Health Agent and demonstrate it to the Customer if the Customer is licensed for Azure Active Directory Premium  Implementation of Azure Active Directory business-to-business (B2B) with basic configuration and demonstrate it to the Customer  If it’s decided that AD FS will be used for authentication, installation and configuration of AD FS and Web Application Proxy (WAP) roles will be performed on up to 8 servers in no more than 2 Customer datacenters, configured for a new AD FS farm using Windows Internal Database (WID) |  |
| Azure Active Directory Identity Management | Implement and configure Azure Active Directory identity management capabilities in one **(1)** Azure Active Directory tenant. Microsoft will deliver the following to achieve this:  Implementation and configuration of Azure Active Directory self-service password reset to Customer specifications  Implementation and configuration of Azure Active Directory self-service group management to support management of cloud-based security groups  Configuration of Azure Active Directory group-based licensing to assign licenses to users based on Customer-defined licensing profiles  Implementation of Azure Active Directory Privileged Identity Management with basic configuration and demonstrate it to the Customer |  |
| Azure Active Directory MFA and Conditional Access | Configure Azure Multi-Factor Authentication (MFA) and Azure Active Directory conditional access in one **(1)** Customer tenant to help secure Azure Active Directory–integrated applications and services, including Office 365. Microsoft will deliver the following to achieve this:  Configuration of Azure MFA to Customer specifications  Design and implementation of Azure Active Directory conditional access policies in the tenant  If the Customer is using AD FS for federated authentication to Azure Active Directory, AD FS issuance authorization rules will be configured to implement controls for legacy authentication.  Implementation and configuration of Azure Active Directory Identity Protection to Customer specifications and demonstrate it to the Customer if the Customer is licensed for Azure Active Directory Premium P2. | Only applications that are integrated with Azure Active Directory will be subjected to MFA or conditional access policy.  If Office 365 will be protected by the solution, the Customer has deployed an Office client that supports modern authentication (Microsoft Office 2013, Microsoft Office 2016, or Office 365).  If access is to be restricted to managed or compliant devices, Microsoft Intune will be used for mobile device management and hybrid Azure Active Directory join will be used for domain-joined computers. Implementation of these services is scoped separately. |
| Azure AD Password Protection and Identity Governance | Configure Azure AD Password Protection for one (1) Windows Server Active Directory forest   * Deploy Azure AD Password protection services proxy services on one (1) member server. * Deploy Azure AD Password protection DC agent service on one (1) domain controller and enable the service in Audit mode.   Configure Azure AD Access Reviews for up to two (2) groups with basic configuration and demonstrate to customer. | Customer is responsible for reviewing the band passwords during the audit mode and determine when they are ready to enforce Azure AD Protection.  Customer is responsible for deploying Azure AD Password DC agent service on all remaining domain controllers. |
| AIP workshop | Microsoft will conduct an AIP education workshop that will help you understand the features and capabilities of the AIP service. | Refer to “training” section |
| Enable Azure Information Protection services | Microsoft will work with you to implement core AIP capabilities in your Azure tenant. This includes verification that you have onboarded your users, assigned appropriate licenses, and received access to both the AIP configuration portal and the Microsoft Azure Rights Management Services (RMS) templates portal. | has an Azure subscription that is associated with the Azure Active Directory directories that the users are in.  has purchased the appropriate Enterprise Mobility and Security or AIP licenses.  All users who will use AIP capabilities have been added to, or synchronized in, ’s Azure Active Directory tenant. |
| Deploying AIP client components | Microsoft will work with you to deploy the AIP client to your domain-joined desktop computers, making use of your existing software deployment approach. | has an existing software deployment tool that can deploy EXE-based software.  Clients that need the AIP client are available in the software deployment tool. |
| Integration with Microsoft Exchange server | Microsoft will deploy a highly available instance of the AIP connector on ’s network and integrate it with the existing Microsoft Exchange Server implementation. | has installed Microsoft Exchange Server 2010, Microsoft Exchange Server 2013, or Microsoft Exchange Server 2016 with the updates needed to support AIP.  https://docs.microsoft.com/en-us/information-protection/get-started/requirements-servers |
| Integration with Microsoft Exchange online | Microsoft will integrate ’s Exchange Online implementation with AIP. |  |

### Software products and technologies

The products and technology that are listed in the following table are required for the project. The Customer is responsible for obtaining all identified licenses and products.

| Product and technology item | Version | Ready by |
| --- | --- | --- |
| Windows Server Active Directory Domain Services | 2008–2016 | Start of the project |
| Azure Active Directory | Basic or Premium | Start of the project |
| Azure Active Directory Premium (Required for self-service password and group management; group-based license assignment can be implemented with Azure Active Directory Basic) P2 is required for Azure Active Directory Identity Protection. | P1 or P2 | Start of the Enable phase |
| Modern Office client | 2013, 2016, or 365 | Start of the Enable phase |
| AIP license | https://azure.microsoft.com/en-us/pricing/details/information-protection/ | Customer |

### Data migration

Data migration is not in scope for this SOW.

### System integration

The following system integration is in scope for the project.

| Integration | Description of scope | Responsibility | | Ready by |
| --- | --- | --- | --- | --- |
| Azure Active Directory | AD DS will be integrated with Azure Active Directory. | Microsoft with Customer support | End of the project | |
| Exchange server | Exchange server will be configured to use information protection templates for the manual protection of email to the following servers:  **In scope:** One Exchange Server 2010, Exchange Server 2013, or Exchange Server 2016, with the updates that will be needed to integrate Exchange Server with AIP through the AIP connector. | Microsoft | Customer | |
| Exchange server | One Exchange Server will be configured with DLP policies to the following servers:  **In scope:** Exchange Server 2010, Exchange Server 2013, or Exchange Server 2016 with the updates that will be needed to use transport rules to apply DLP policies. | Microsoft | Customer | |
| Exchange online | Exchange Online will be configured to use information protection templates for the manual protection of emails.  **In scope:** Configuration of Exchange Online that will help it integrate with Azure Rights Management. | Microsoft | Customer | |
|  | Exchange Online will be configured with DLP policies.  **In scope:** Configuration of Exchange Online that will help DLP policies be applied. | Microsoft | Customer | |

### Environments

The following environments will be required to deliver the project.

| Environment | Location | Responsibility | Ready by |
| --- | --- | --- | --- |
| Development | Customer facility | Customer | Start of Remediate phase |
| Test | Customer facility | Customer | Start of Remediate phase |
| Production | Customer/Azure | Customer | Start of Remediate phase |

### Testing and defect remediation

#### Testing

The following testing is included in the scope of the project. If additional time is needed for Microsoft testing support, then it can be requested through the Change management process described in this SOW.

| Test type (environment) | Description | Responsibility | | |
| --- | --- | --- | --- | --- |
| Has responsibility  for testing? | Provides data or test cases | Provides guidance and support |
| Validation testing (production) | Test cases will be run in the production environment to validate that the implemented solution is functioning as designed. | Microsoft | Microsoft | Customer |

#### Defect remediation

If defects are identified during testing, the priority of the item will be jointly agreed upon by the Customer and Microsoft. Defect prioritization is defined in the following table.

| Priority | Description | Remediation in scope? |
| --- | --- | --- |
| P1 | **Blocking defect**  Development, testing, or production launch cannot proceed until this type of defect is corrected. A defect of this type blocks further progress in this area. The solution cannot ship, and the project team cannot achieve the next milestone until such a defect is corrected. | Yes |
| P2 | **Significant defect** This type of defect must be fixed prior to moving to production. Such a defect, however, will not affect test plan implementation. | Yes |
| P3 | **Important defect** It is important to correct this type of defect. However, it is possible to move forward into production through the use of a workaround. | No; the problem will be logged. Remediation will be performed through an agreed-upon change request only. |
| P4 | **Enhancements and low priority defects** P4 defects consist of feature enhancement and cosmetic defects. These include design requests that vary from original concepts. | No; the problem will be logged. Remediation will be performed through an agreed-upon change request only. |

## Areas out of scope

Any area not explicitly included in the Areas in scope section is out of scope for Microsoft during this project. Areas out of scope for this project are listed in the following table.

| Area | Description |
| --- | --- |
| Product licenses and subscriptions | Product licenses (Microsoft or non-Microsoft) and cloud service subscriptions are not included. |
| Encryption keys | Bring Your Own Key (BYOK): With BYOK, customers can upload their own generated private key into Microsoft Hardware Security Modules hosted in Azure Key Vault. The implementation of BYOK keys is out of scope for this project.  Hold Your Own Key (HYOK): With HYOK, the Customer can have a hybrid Active Directory RMS and AIP deployment with on-premises keys that are used for some of the classification policies. The implementation of HYOK is out of scope for this project. |
| AD FS | Customization of AD FS sign-in pages is out of scope.  AD FS integration with applications or services beyond Azure Active Directory is out of scope. |
| Azure Active Directory Application Integration | Integrate on-premises or Azure Active Directory gallery applications with Azure Active Directory for authentication |
| Azure Active Directory identity management | Changes to individual group objects to accommodate self-service management in Azure Active Directory, including conversion of synchronized groups to cloud-based groups, is out of scope. |
| Azure MFA server or third-party MFA providers | Deployment of the on-premises Azure MFA server is outside the scope of this project, as is integration with a third-party multi-factor authentication provider. |
| Azure Active Directory Password Protection | Deploying Azure AD Password DC agent service on all remaining domain controllers except the domain controllers in scope  Enforcement of Azure AD Password Protection in Windows Active Directory Forest. |
| Product licenses and subscriptions | Product licenses (Microsoft or non-Microsoft) and cloud service subscriptions are not included. |
| Hardware | Microsoft will not provide hardware for this project. |
| Integration with third-party software | Microsoft will not be responsible for integration with third-party software. |
| Data migration | Data migration activities are not in scope for this project. |
| Product bugs  and upgrades | Product upgrades, bugs, and design change requests for Microsoft products are not in scope for this project. |
| Source code review | The Customer will not provide Microsoft with access to non-Microsoft source code or source code information. For any non-Microsoft code, Microsoft Services will be limited to the analysis of binary data, such as a process dump or network monitor trace. |
| Process reengineering | Designing functional business components of the solution is not included. |
| Organizational change management | Designing—or redesigning—the Customer’s functional organization is not included. |

# Project approach, timeline, and deliverable acceptance

## Approach

The project will be structured following the Microsoft Online Services Lifecycle methodology across three of the possible four distinct phases: Assess, Remediate, Enable, and Migrate (Migrate is not included in this SOW). Each phase has distinct activities and deliverables that are described in the following sections.

If a deliverable requires formal review and acceptance (a process described in the Deliverable acceptance process section), this is indicated in the following sections.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAq0AAACACAMAAAFhKJDOAAAAAXNSR0IArs4c6QAAAARnQU1BAACxjwv8YQUAAAG2UExURfLy8llZWQCCcv///3C5sLfc10ilmsfk4Ofz8jCajc/n5FCpnq/Y05/Qytfr6QiGdpaWls/Pz+jo6OXl5W1tbRiOf/f7+2BgYOPj4+zs7LOzs5ubm5iYmGRkZI/IwcbGxr+/v+vr6yCShIfEvRCKe11dXdnZ2YuLi42NjdHR0ampqdTU1IODg/Hx8fr6+nNzc39/f3p6emCxp7Kysru7u5mZmfb29oeHh5OTk8vLy/z8/KOjo/Pz83Z2duDg4NjY2JfMxe7u7t/v7aioqPj4+Hi9tO/39pCQkJ+fn6SkpNLS0tfX16CgoDidkafUzt7e3iiWiIKCgtzc3MLCwqysrOLi4pycnAuHeOHw7h6RgzKbjtPp5xGKe8Pi3ur180Chlfv9/U2onXK6sfH49+Xy8YzHvy2Yi7LZ1N7v7X/AuJ3Pydvt67rd2cjk4cXj3+z29NTq5+bz8We0q9Do5Xm9tXu+tvX6+W23rmKyqJLKwwaFdeLx78nl4b3f21muo2GyqFSroLjc2KLRzDObjkelmV2wpavW0ZvOyGa0qjqekn7AuESjmMzm42+4r8Hh3a3X0j+hlQAAAFm8dTcAAACSdFJOU/////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////8AJsmhUgAAAAlwSFlzAAAXEQAAFxEByibzPwAAHIVJREFUeF7tXT1v28q2vSGRQjCuiwe4zAng07lIFcMwYANRc4pbSOpSHAFBDJxAKYQ0QRLoIadyThIgP/rtr/nkcDhDjuLJfVyWyeF8bK5Z3NwcUiT1r/Yo+NdyKamSWALbR4ybxsfNUhIGgaxlKwmDpWuWVwUzVRrNOuWsG6vha8laggi+2b/OxYZpEMiCGWcFVq7M3sJEN9DFxkY4iwUxZiGLe6DN2myTzXKWY1ZqhUSA0i2XDmRRjmX2TmUps9dXoU1mbMSyItoioIEHtOEhkIVmPWizT45i9ha2WdiGdKs545nJYq0BbFY8luGLsG++v95zEUBsvLuH9FlDrTHrFSZcs4f9RpYIyizuamjWRaDHgayYtoDSZiWE3UDKx00XUmJDSixgqDkG/tUeI95iGGdplwHVkrLaQBZoK/EWlOcVrTfKV8FGb5beUdFsJytg1trbVYNwlgnjOut3zrJF0GYX246NQBbMOcs2K1nKLDA2ZqGYdyFjI5xFOZbZNyoLReiwhTmXBqjlsYVwa5s9cKltI5DFOcbs/qCyXG19gA0fgSww68MVwcd4s8IWwi2a/bdkC9CG7hfP7CwBmXVNh0RoOZ4C0MbyFcff02alsiikv7xXcZnMQmPI3d9xloiA4fYYIthsDaaZ5RC27EZSCZ420mqBCGDwlwEEMEnVDzzkKE8QwDaRzRkBNOpu/g7SasH2TauF3tWGyJLHKdAitxGAm+EKuFgwthas0K/1tNnClIsFQlYdyQQBst01hGiMrRUg2/7dtQUugGQHle2uIUhjZK0QWTxqwpQrEJSyQhYKcRYiC8NhmHIrQpBGWi1gR1ONIFlatncej6wgQPafjguFaKySanVYBMnS4j9czvDd4DlNu2SXAXfv0kirdcAlh2uILC1942KBp+wVnj0psgMQGgNIqyVkBxBzgwE8CFnbDZaXlzQTsrg/NusvMNnACJKyDBSNE/iDWi0MkaDWpj1fw2L7EdJurQaGkF+gwg2Y9W0pstBmuWj2vzUvP35Z7s04lOEpe+u4wbJZIOFTHG5ByoOiAafAX5vmT5wTznb7ZkcjNIRVS58Wb6G+C63sTfMHnS5zXW2FUaUbtJ8k4cFzA8EDk+2DVtZF8GzeB/IYRklbSJYD2y+BgLDVgrgK78qBXGEfg88vADylcceybeCSUAdJw/+0WrBVUwIBcfXH3UkxBFpJKoakWriLSzICpIlnXyGu4iMEWuImCqIYlzN6a3GxoFtLuHIxYw2HbL+W6MpHg2uahrg+DTXtcO2txcUCWlxzMQODMMy4WECLcrGEQVy1rlc0DXHlptxGEODaW4tLFTq1Qlz/ggGPW4t11fvWE54FVvB3aOiPMy4W9NXiUgVath00xJVr2SMYlysNtABJYoS49tXiQg2/VpArjLlgyhUILlfwWlI2tIKtL1mQa08tLtSgDEvYINdOLc8H2jXNQit4QxncihDk2lOLCzWAHU0VIlytWg5X2MXaXl1pWQ+ZAUGuPbW4UIMyuJwQ5Bo4kU/0gbvAbtnl2leLSxV8WSP7lvk2LsCVEFgBLXIbQYhrXy0uVejUCnH9p1PL5Xp7e0Hz7gr2wSsAOONyxrqvFhcLaNHaZ8JcafEvLme4XGHP6vEBWpIvPQQBrr21uFhAi1wqCHANXh6xuSoIjTiSKqXVEq4DcLheymn3r8DViwMDeGCufCT4JbhejfKB9jvNeqBrSaTcNY1zLwJBcaVJrzlv37q8tH0Ar1Hhxaw93piy/kINDKTSAf72H5u7T7CEuziEAft6lK7VbE4PkLlrgSvUd6C4vkO6L5t2ubmBqvrCmCDqAzAga+U2jUB3FQshBYz3zd0eWSEgTXOLK5qCM5rX/bp+eAYVt6/xIhxkele0PK5Prjwf2OrrbtvGGckDNAsme2h+wKFmpS7DqRXZXO/3eN/XKsIVm21XDYwH7Wt4AocrxuAHjQOyTdCpA/D8VfBQXBl/u4crjRq59uGX5Gpf0LqBpsOASnypMY5lOVtQkblaALKSiuFhuPKVt/lT+IPXtUFeJ2/+TP+IrgynZP6M/7SsK6TVGXcAVDUl9A9C1itL01DQFsTDol1E0F1F+C8iBoBfMCYdUgdBa0r5MjEBBW3hgaaFA5IsTgJQIkXpuIX/ImIAQF/riiOGEEyZPyq34WrB9bswZcm2uHoX6M74zQCAKwZBumZ0ccAWmAJdaebpeoU5dJKAAPaDK7XWKrcih0CGBnUdYYtrB/AZCgeFJUM5XYzYMroiIMSKiAgvJiTpmiRGoq75trhyCHixcUjYRF3JgAz1qWYIoiuMtSkMuLpS0zx/tcVQwnWQqmu2La4bBN7thVdIAVy3i1RdycDeJEMQXclffV0f3S6XfC8cIVFXS4y+o3Syrrm2uGoYeH0lLmyyrmTgsUkGENOV07n+miBGuq6ZtrhmD/BKV1TYdF3JwAuT7EJ0xTjQ0fUWv/I2QTZZ10ExMnTNs8UV+4A1YsJm6EoGYsKKruE44CJZV6wQjesZumKFdFtcsQf0tCAn7S9gDTJ0xQp3nAzbOoKuWB4/XKbriuUZtrhmGHjJH78oBoSlyIyvv3NSXS72ILqG4sBlewlQXx8k64rFLMUzqhpAsq5YnGOLqoaBA624rOm6YvHKJEMQXcv5qyntO4Kn62pKE21x5RDwO5KBYVayrlh6apJBxHSFQ9aVvl0rUVcsvKFUvxSpumJhni2qHAJ+YSmy9uy4gERdsTAemwCia3A88Ojy0cWVyUjRFUlzKiJFoq4jbHH1AKBsUNZEXQ2tiKxK19w4MA2urtNQ0Jar6zTEdKUQoG4vnHXNgugaigPX7TWAb9ZCzLpmQHSd4wCgEl33naewUuFpcXgFJy+R48lB3rsC8G8pCdpy8SdNN32DVgu+rku+eyh4jbJLxIXoGhwPRK6/AvbEFbWldUAB9EkvRuFrcU+NcOj/Cqf3a+hTcw5q3jRvQKfVufRthdU4XyNgq2kWj5EfYtXsgOWyWWzJfvQ2Ml/XD7SR7pfN5iXde9Q2G7CLCBFxIbqG/dWcayFcXU9koPH1BUxutJ+seDGOrhb3Z6II3lWFqT3f/0ZT8FfIbb9tl9gdb9AV1hW0xNunv0AT3CSb7WYr9iPo6Noszpq7Ztecbw8nsLwju31EXER1deHqSkFgd/gOCjxtNt+a95+aL1vwB1xcOI+FdBHQ4n7bvL9DCzte/kG8oQp4y/szyL3/3vxYNm9fqnyFoK64J8HGgiY7/JycYA7bj6Cra3MC3fwDdG2+Qs/I63uJuBBdw+cFLlxdp8DTYhIK2vJ19fFN5ikQXefxAGBI1xzMuhocQVcTB/o/sFJcbQkw/0IQcyWgrJUASmb5K/8HP1S7CMgQmisBMVcCyloJoGKuriKj9+EV4nw6yBCaKwExVwLKWgmwZqjrjOKg24jmT+kPRYEZhaGDQEfv+TPlQ/e+UnpGQbC3gtsapefP1A/ISlNOz0G2CFBN7a1yttoFFtd3A39JW2Sp1PMObEzdpx2VFYbK0moSYH2A+mzRSUWpyxWoKnkr6yoidlFunXguU+qxiJK2SIJSspKYLCsKKyJ2AWVwTiatJgHMYOSpzhYJUcYUbW5AQhCg50C5Ee54IWBcKvWwSUlbpmzyszkWrc73khbo0dqUIIC72pCsFv/+pyvYw/SOy9UDMIWTbaGYw5uI+j8kq0UrakvLisHflfV6DZB0krcWfYTnOI8DRTcRWZMlrt4F0pLbuyLf3GlZ0VldWa2nNAC0JYfoW/z7d7dEKUraegqFg5soTVaLVsSWJStFARERoR/RIKTJWvLBqNIPWXGq310TZaUXTXESv8UPw4qtvqze7QLWOtloEKa4l3+qFCVtoRbnnOSqASTKSgZouByxZcVWPwhwS1lIlRW/+x24DzpViuKPrnFK6dZBqqz09TYnV1Q1AEdWgIgosOIAlKXIavHvOw1MlqKkrb+heGATpcpKBgaeLlSyUgQAiIiEC+sR42RZ8e6SOP9kKYo/EMipvk2ULCveQSTl9osSbdiy4r+IiMD9/4l+liBV1mH+6VKUtDX4aGG6rGQg/vCLHQQ8WclTdUayrCUfjSz9mCWnejZRuqznpkLf5hZZA0FgpKyD/DOkKGkL726LbqJ0WcmAPAJHlTuIBAFM08OwhDxZY/wzpChui1PhTZQpq9QIv4AuEgQeXbet9XiGtU422AesERvX5UpRyNYbUyN8W2amrN84GbYVCQIuoCxN1pKP8ZZ+JDg6ik+X1aKlqnvoDQLrcacDCfRLSpFua3ALZciK5dGXDESDwKjTAfytmVIPR5d+0Dq6hdJlpYc2ONkzEIgFgXEjASyP0y8pRbItvIg38Mx2sqxYPPDMdm8QuLy8cB6FT5QVfzm21CPnpR9f5y00+Ql9um7Fyd4rlpEgYEUAQKKsprhv/8iTglOTbeE1keigFZAqK5auTTKISBBwAWUJsuIv+Q3RLylFqi1T2ruFUmWlq1acdH630EFvEHj0qL1Y3i71wDVNVlPaT7+kFIm2cGeVLdT/4GKirFgYD/iAaBC4tq5lJ8maRD9RitKvWsh7A0SvLQqnnJRfIA8hEgToVRg6A8qGZTWvNIjQT5SioC00MLiFEmU1tCLOGgsC4Khr/kVLRJKsUDZMP02KkraStlCirFAktGIPwUWCgAtb1mlwpZiGkrZcWachEgRcQNksazJ6g8At/kys+rkSwCxrDiJBgE4Hgtdbp6GkFCVtHUPWQBAgR9UZUDbLmozeIHBBd2CpH7KcZc3DUBDQmGXNQSQIuICyWdZk9AaBwZFA350Hg/ClgBPs/lsCAcvmde87bAK23At/8nKh8Bd5LnxZ+RVDi+/yI1xZiAQBF76sJ/2XbwbQkUL++2CVcU8thGw5EFn5BU5xeLLK768t6dsaHx0iHiJBYP0cr2PLQkfWZ/TSmXX7pdngKSFNzGIMISmUhc3Lm2Xzpf0Nsvb05ca+fbFsFi/xXZ/gNnjuyPmCkC2g8aX9D8ywyWa7RmunimEEvqwndBf7yQm+32gDa9426ztYf5iIh94gMHTIukOqdO0R3zW0OMMu6cUoQlLs6f1Sy2YDrZfgYOr9VTht8cU+G1oZ9MN9r1XIFggE/x+5yQZj1Ufguom9v4rQkZWIHVDWc3wvF77nCAQOE/EQCQL6TIDgyXpHn1doF3cWJH9nFqPwpfhATzewBXwz0jtK4b6wx7dagVT0Hqrm1QF7w/kKvi2WFXtMdV69xO0NcuzEfgy+rPcYQL7BTsmND+dqs4SIeIgEgQtz7wUAymxZ8RIOssSc1QvpjiziLhyBL8UH2hRsAXsCy80dv9eKXu9F709bfV3cH0AXztcI2ALgXcZ7arKl2LqGHMWwHx1ZoTcrnO2oMciK3tpDxEMkCERHAmgUnYK6sNjS7o/AxU3kSh4gIMX9GQcQI6vEEpy2mAub8P0WncSNMb6tP2iK3f8PN9nghvkKtIaPsF1ZF2ewNpQVyQFH7FwPEQ+RIODClfUHTu4OT5vN3eG7ftXa02bxjd7nFoUvBcoIzckCyorS3Mm71vilaZstHJZffTqgZX5LnELIlvJWaPJtu/idBkiQQ/Zj6MpKAQ1lhcab9/zOwx4iHnqDAO7lCFnsHLLGw5diCDHfz7UVgyerDw7wiYgEARcPJ2sMJW0NyDqwD7oYGQSmoKQUJW3FZF333HDZh94g4APK/h/Lmos5CGgcQ1aYzrIW6+IcBAyOJatIC7PgB6rCWktAxCgCZa4ECvJCM1YQ6AWuc5Y1GWjGCgI4Z+f0PrjOWdZkoBkrCODPQofAVXntk1GQfuWyYpK0QwWDH6zKa5+MgvR/AVlnzPglAN5K+/mMGbVDx9bZY2dUD8tb5b1NM2ZUCfJOE1vZWWeXnVElXG8VN52D7Iz6oDzSH7dGfjurF9KUIBfJHxxCR0FyHx7CR0FyHxxCR0FyHx7ChyOocwWLPVY8MAfG18t8t1QC7nW+amjVyqtauZANfQDkrcrXYA4f8cAcqNZ4uVvW8uCwL0tXRKtWXtXKpR2VJspbcULxVjwwB9QY+gs9rkl+0b+tzVtr5FWvXOBYxIq81IqtnBAPzAE2hA922OmnfHebjI/S7rEsE2K/nRAByU8bAOS/cQdiYjkZP4mXGE5GpXIFaWXdzGoBWbG3EoqMW8kkd1jWQhCm6VAPOzyVZUL0CYheEBsCkZNchhhOx8/hJXbTUalcQVr4mMAIABciRr4pZ1niuQTxwBxIF7HD07xVd/QfWSaMChckP22ADq1aeYnZDFQql6L1VZYJ49wVydjeKnMGzMUDfayX9EJHhPvsJgCbkdnJ8rcbaTpZfyJjJpLLELM5+Bm8xGoOKpVL0fpLlgluwE4EMWLHRCR6q/XzDl1As2A/hWYW1DNQjv5qZ82AUb5Dq1ZeYjQLlcqlaMlL7xnL+DOmQRAjdkyc6NuGlceKB3pYu09tu8Cm3NHp8uuOTjx3MMp3aNXKS2zmoVK5FC15671A5aaDGCnnTPbWRxfX/f4KTYP9FI550HugvISaka2/Ub5Dq1ZeYjIPlcqlaU10V2JknBO8lVPKa8UDPdzeXvFbBgCSZYBtuaMF5DcddQ4j8fdXdGGU79CqlZdYzESlcmlaJ5LBwJ9AygExAq8k7+TYKkn2V/HAHEDLYD+FYS70O5am6G+U79CqlZcYzEWlctH7PBD3ksHIdFdiRN5JE7yCJUmeiwf6uGyvIbpeXrf6/VgG2JA7WkR+cynZ0T/26uQujPIdWrXyEnvZqFQuTUt+W1aQN0ghRspF+ZqAJGPe+lw76ZX7K7AIaBjsp/DLh35d0fhwYZTv0KqVl5jLR6VyPZb2zUIyGFnuSoyUazojAZ6LB3owV7CedC9mYUPuaCH5zY8pj9bfKN+hVSsvsTYClcqlackPCwhyoj4xYu8kbzVJnosHeri+kMRPia3Wz3s4+mf00yjfoVUrLzE2BpXKpWm57pqxGxEj5aLJI4FHV+317ZNHt89b7bYG2JA7Wkx+fXC7kwwC/ZR9GozyHVq18hJjY1CpXJqW+uUmRuSXhnwQI+WaySOBKKBhsJ9CbgTC6mf08tjyH4OXWBuBSuWa7qwdbzVJnosH5gAbckcLya9PJ0erfxz5j8tLzOWjUrk0LXccgD9cmwxipFw0aSRwdateQMyQbANoGOyn0MuGfgel80VIlvpHkV/fRnQcXmIvG0emNZaXpjX+HMvz1uSRgLnxyvzCvgY25I4WkV/frDNB/WPIf2xeYjAXlcqlab2RDEbmHTfEiL2TvNUkeS4e6MK6bBW+ghXspxDMRfCOiEz1jyD/zbF5icVMHJ3WOF6aluusuTcwECPlomnXBC6u18v1tfx1b28tG1vxF0gIo68dEozyHVoT5T8aLzGZh+PTGsVLb8VXksEY+GGKLoiRcs3kkcC666MG0DDYT6GYB3Unr6N+1sicYJTv0KqVl9jMQ6VyKVruTQIqNx3EiL2TvNUkeS4e6OP2+RICLPwtu46LDbmj0+VXdz046ueNzAlG+Q6tWnmJ0SxUKpei5dyAdZPvrK63Jn87sMYvBeiW7ECUhYbBfgrLHKhxzW+yTBihfmn51cnBMXmJ1Rz8DFojeKmt6FxRe6YGBzkgRso1k0cCdGp1gS571PsElNAvZJkwRv3C8qtD61F5idkM/BRa+bwUA8dZ9Ug2C8SIvZO81SR5Lh7o4QLvDrjFQpq4gIbBfgrPdKhuTj2uAYzyHVq18hK76ahUriAtfXd2HoiRctH0+wQYF0saEnjAhtzRafKryy4F1C8q/0/iJYaTUalcipYzOhnprK63Jo8EooCG4X4+IIzyVdGqlVeltDreapI8Fw+0sIRRgH1bQvK49SFhlK+K1uyteSBGykVzRwJhQMPq+mmUr4rW7K15IEbKNVNHAvaFgPRrAg8Jo3xVtGZvzQMxYu8kbzVJnosH2ri8vGz5pUKXlxfr9GcHHhJG+apozd6aB2KkXDR1JBC4yGoBG3JHZ/mHUCmvSmm53jpfE/jZqJRXpbQ63mqSPBcPtNDCsV8uBxDmcStg3FczJXi9WVvXLp2FCZhO6zggRspFs64J9A4GoGG8n8vliNfeTYNRPkyLGJ29yL7hUgG99ezxmSwJVuq90P1I4hXFwnZQZ2EChmjd7Kz1vG1PAp0PIkGRKIiRcs2MkcDlNZYC0u/BUljd3Y/9LmM0jPJBWgfxCjXPxSEYW6d7awKfhe04zsIEDNL6rJ+yat7u98n7eGlvNUmeiwd6uH4uiRCgYW8/AW+ho/98peRiBxvj/JOVaF6fwo56fopvSgiUjoZRPkjr8IG9YvEBve71GjnsmMPvL7bN+c3d28dQsvo3VrKKm9f/g7RWq932AHWx8frxAm+Nww0o28au72OI1zvmhQAq+zdN89fuJSyYtSxOT3aQXpyi/yxO0VtjK0zDAC0I+e+Vu57saZfizis5cOcFvqttA4k8RaIgRspFk0cCE64JLOhxsh90O/tK8e0kVqtQ6XgY5YO0OIadP6aNjetG4HzxjNzl8IG/cN+Dyive06j4rTDbvENvtd5O/ho3Jm8bu34HQ7w+0KnBzWtIL27Yc3FvF+BaFurWK8yncWt0hWkYoAXeehB3fb080K5OUf13keMNeat7F3iqIlEQI+WaySOBwBtaDKBhfz9lJLbgQ+fbm898p+7bZ7gDAh3aOgDs213Lmbp0PIzyYVrI6oTvAdnqr5XRFyhkoDfTIfYUdjKbojpQH5YwalucUt3m5OnnXYvtaNscnC75GOBljwQ4bmIw4xmtRUV0AK4efcbhPxIDtNBb2efQWcVbm+blUoYEMDACYu/0SDZHkSiIEXsneatJ8pz8rwNZGyFv3Kr2K30k2exlhzzfQ9EPs3UI56Z0fKQAGOXDtMgrDj+Q3MHmIANB5TXrb27xXtKH3Rn6DdS9E1/S20bXCSKJF0OdQWGQ0muBtaoh88kPpusQHIkkWrApaQ/S3mrkIG+VvStTkSiIkXLR498ncKLPr7T3ndBADBNQprVX0A2ot6NhlA/SomABKu9xgLJ4Z9akvBVHzgAcwNjFJ/JE7p8txlbcYODPgMOOtg0Ndxaxu+SHeUkC7KjY+tlay+GwaGEZQMoRXZvgSAzTQi6rr7S1Dn8ob1Vy/GhpGE/pXEWiIEbKNZNGAk+ubu2/9HdjA2QYiNjChvjyv227xA7oRNP8vYMkjQ++YMorHQujfIiW9orDD5LWcFj8YG+Vch5un+jipvkEx93dQmIrZcDh5vN33ree8v38xlwHQ7z+4OMXPsq6UAMNjFW0lle4FnDQT2Afz7TEZ1yCozBES+TYg1Oit+LJHq+Z5Hh1oJNO4ZupSBTEiL2TvNUkeU7+lwdo2N/PB4JRvipatfKaSEuG1uVBjJSLFhsJoM1R/TwWjPJV0fov89bFCsPl9x2PTY4AYqRcM/maQBTQMLufx4ZRvipa/2XeenQQI/ZO8laT5Ll4YA6wIXd0ln8IlfKqlJbrrce/JvBQMMpXRWv21jwQI+WaxUYCaLOqfhrlq6I1e2seiBF7J3mrSep5LjC0Wp2tBYZRVbRq5VUvLXIxQmckoH7lLQM30ASsol1ZRQ0wwtfEClApsXppgYuJa3ZGAmqeDqj+bPbWdFRKrF5a7GM46YwEOJkDCq1glSb1gLiYST2olFi9tMDHxCUDI4FMQAMIrWCVJvWAuJhJPaiUWL202MlwEhoJ5AEHuuyudfWTuJhJPaiUWL20yMkA7fL/APPDLODbvh6XAAAAAElFTkSuQmCC)

### Engagement initiation

Before beginning the project, the following prerequisites must be completed.

| Category | Description | |
| --- | --- | --- |
| **Microsoft activities** The activities to be performed by Microsoft | Conduct a preinitiation call to initiate team formation and communicate expectations.  Document the project launch prerequisites using input from this SOW.  Track the status of launch prerequisites and adjust the engagement initiation phase start date accordingly.  Conduct a detailed walk-through of the SOW with the Customer to agree on an initial project schedule and approach. |
| **Customer activities** The activities to be performed by the Customer | Attend and participate in the preinitiation call.  Assign project initiation and launch prerequisite responsibilities to accountable Customer leadership and establish target completion dates.  Complete the project initiation and launch prerequisites.  Staff the project with the required Customer resources in the time frames that were agreed upon in the preinitiation call. |

### Assess

During the Assess phase, Microsoft will conduct a series of workshops to gather design requirements. Microsoft and the Customer will review the results of the planning workshops and jointly determine requirements necessary to support the deployments.

|  | | |
| --- | --- | --- |
| Category | Description | |
| **Microsoft activities** The activities to be performed by Microsoft | * Conduct an assessment and planning workshop to gather requirements, information about the current environment, and Customer design decisions. * Assist the Customer with the implementation of the Office 365 IdFix directory synchronization error remediation tool to identify conflicts and formatting errors in AD DS that need to be remediated prior to directory synchronization. * Produce a preparation checklist that details the tasks that must be completed to facilitate implementation of the integration solution, including the resources that must be procured. * Conduct an assessment and planning workshop to gather requirements and information about the current environment, provide education related to Azure MFA and Azure Active Directory conditional access capabilities, and facilitate Customer design decisions. * Design Azure Active Directory conditional access policies based on Customer requirements. * AIP workshop: This workshop covers core AIP capabilities for 4 hours. * Produce a design and plan document and review with customer. |
| **Customer activities** The activities to be performed by the Customer | * Participate in the assessment and planning workshop, communicate requirements, provide current environmental information, and make design decisions * Run the Office 365 IdFix tool in each in-scope AD DS forest and provide the results to Microsoft for evaluation. The tool requires read-only permissions in AD DS. |
| **Key assumptions** | None |

#### Deliverables

| Name | Description | Acceptance required? | Responsibility |
| --- | --- | --- | --- |
| Preparation checklist | A Microsoft Excel spreadsheet that documents the tasks that must be completed by the Customer and the resources that must be procured to facilitate the completion of in-scope work. | Yes | Microsoft |
| Design and plan | A Word document that captures design decisions made during the workshop, documents the design for the solution, and details the high-level plan for the completion of in-scope work. | Yes | Microsoft |
| AIP workshop slide deck | This workshop describes core AIP capabilities. | No | Microsoft |

### Remediate

During the Remediate phase, the Customer uses the remediation and deployment plan to prepare the environment for onboarding to Azure Active Directory, with assistance from Microsoft. This preparation includes completion of prerequisites, procurement, and provisioning of required hardware or virtual machines, cleanup of AD DS content, and the deployment of Azure Active Directory Connect. These preparations are based on decisions made during the Assess phase of the project.

|  | |
| --- | --- |
| Category | Description |
| **Microsoft activities** The activities to be performed by Microsoft | * Provide general guidance and answer questions during Customer-led completion of identified preparation tasks. * Provide input to end-user communications related to the solution. * Validate license assignment: Assignment of AIP licenses to the appropriate users. Microsoft will work with to validate that the required licenses are assigned to the appropriate users. If they are not, Microsoft will assist in the remediation. |
| **Customer activities** The activities to be performed by the Customer | * Procure the resources required for the project and complete all identified preparation tasks, including IdFix error remediation in the on-premises AD DS forest and user principal name changes, if necessary. * Complete all identified preparation tasks to facilitating implementation of the solution. * Work with Microsoft to assign AIP licenses to the appropriate users. * Prepare user communications. |
| **Key assumptions** | Items in the preparation checklist can be remediated within 1 week.  has purchased the appropriate licenses for the needed AIP capabilities.  All AIP users have been onboarded to the production Azure Active Directory tenant. |

#### Deliverables

| Name | Description | Acceptance required? | Responsibility |
| --- | --- | --- | --- |
| Preparation checklist completed | An Excel spreadsheet that documents the tasks that must be completed by the Customer and the resources that must be procured to facilitate the completion of in-scope work. | Yes | Customer |

### Enable

During the Enable phase, Azure Active Directory Connect components will be installed in the production environment and components will be tested to validate expected functionality. After validation, Microsoft will perform a final demonstration of functionality. An engagement closeout meeting completes the project.

|  | | |
| --- | --- | --- |
| Category | Description | |
| **Microsoft activities** The activities to be performed by Microsoft | Produce test cases that will be used to validate the implemented solution functions as designed.  Install and configure Azure Active Directory Connect, including Azure Active Directory authentication agents if the Customer selects pass-through authentication.  Complete the initial synchronization with Azure Active Directory and implement ongoing regular synchronization.  Configure the Azure Active Directory seamless SSO feature if the Customer selects it and is not using federated authentication.  If AD FS is chosen for authentication, install AD FS and WAP and configure the farm.  If AD FS is chosen for authentication, provide AD FS product knowledge during the Customer-led configuration of load balancers and other networking equipment.  Configure authentication of Customer domains in Azure Active Directory.  Configure and demonstrate Azure Active Directory Connect Health if the Customer is licensed for Azure Active Directory Premium.  Configure and demonstrate Azure Active Directory B2B.  Produce test cases that will be used to validate the implemented solution functions as designed.  Complete validation testing for the solution.  Produce a delivery summary document.  Configure Azure Active Directory self-service password reset.  Configure Azure Active Directory self-service group management.  Configure Azure Active Directory group-based licensing.  Configure and demonstrate Azure Active Directory Privileged Identity Management (PIM).  Configure Azure MFA.  Implement the Azure Active Directory conditional access policies that were initially scoped for test user accounts.  Implement and configure Azure Active Directory Identity Protection.  Implement and configure Azure Active Directory Password Protection in Audit mode.  Implement and Configure Azure Active Directory Access Review.  Complete validation testing of the solution.  Apply the MFA and conditional access solution to privileged users, this can optionally be performed through a phased rollout. Microsoft will disengage after one **(1)** week of the phased rollout, after which the Customer will be responsible for completion.  Demonstrate Azure Active Directory Identity Protection for the Customer.  Microsoft will implement AIP capabilities in ’s production Azure Active Directory tenant.  Microsoft will deploy 2 AIP connector servers in a high availability configuration.  Microsoft will configure Exchange to make use of Azure RMS templates for manual protection of emails. |
| **Customer activities** The activities to be performed by the Customer | Assist Microsoft, as necessary, during production implementation tasks.  If the Customer selects a third-party federated identity provider, provide subject matter expertise for that identity provider and implement the configuration required to use federated authentication with Azure Active Directory. Engage the product vendor, as necessary.  If AD FS is chosen for authentication, configure load balancers and other networking equipment to establish high-availability for AD FS on the private and perimeter network and publish AD FS to the Internet.  If AD FS is chosen for authentication, customize AD FS sign-in pages, as desired, to apply organizational branding.  Manage all user communication related to the rollout of the MFA, AIP, and conditional access solution.  Provide the access or personnel needed to configure the Exchange server environment for rights management.  Provide the access or personnel needed to configure the SharePoint server environment for rights management.  Provide the access or personnel needed to configure the Exchange Online service for rights management.  If deploying the solution to users through a phased rollout more than 1 week in duration, complete the rollout to users after Microsoft disengages.  Participate in a demonstration of Azure Active Directory Identity Protection.  Participate in solution validation testing.  Take ownership of the solution used for ongoing management and support. |
| **Key assumptions** |  |

#### Deliverables

| Name | Description | Acceptance required? | Responsibility |
| --- | --- | --- | --- |
| Test cases | An Excel spreadsheet that documents the test cases that will be conducted to validate that the implemented solution functions as designed. | Yes | Microsoft |
| Delivery summary | A Word document that summarizes the work completed, provides relevant maintenance guidance, and documents recommended next steps. | No | Microsoft |
| AIP connector server architecture diagram | This Microsoft Visio diagram is used to define the architecture that is used when the AIP connector is being deployed on premises. | Yes | Microsoft |

### Migrate

This SOW does not include a Migrate phase.

## Timeline

During project planning, a detailed timeline will be developed. All dates and durations are relative to the project start date and are estimates only.

## Deliverable acceptance process

During the project, Microsoft will submit certain deliverables (listed in the Approach section as deliverables with “Acceptance required?” equal to “Yes”) for the Customer’s review and approval.

Within **three (3)** business days of the date of submittal, the Customer is required to:

* **Accept the deliverable** by signing, dating, and returning a service deliverable acceptance form, which can be sent by email, or by using (or partially using) the deliverable

Or

* **Reject the deliverable** by notifying Microsoft in writing; the Customer must include a complete list of reasons for rejection.

Deliverables shall be deemed accepted unless the written rejection notification is received by Microsoft in the timeframe specified.

If a rejection notification is received, Microsoft will correct problems with a deliverable that are in scope for the project (and documented in this SOW), after which the deliverable is deemed accepted.

Problems that are outside the scope of this SOW, and feedback provided after a deliverable has been accepted will be addressed as a change request, managed as described in the Change management process section.

## Project governance

The governance structure and processes the team will adhere to for the project are described in the following sections:

### Project communication

The following will be used to communicate during the project:

* **Communication plan**: this document will describe the frequency, audience, and content of communication with the team and stakeholders. It will be developed by Microsoft and the Customer as part of project planning.
* **Status reports**: the Microsoft team will prepare and issue regular status reports to project stakeholders per the frequency defined in the communication plan.
* **Status meetings**: the Microsoft team will schedule regular status meetings to review the overall project status, the acceptance of deliverables, and review open problems and risks.

### Risk and issue management

The following general procedure will be used to manage active project issues and risks during the project:

* **Identify**: identify and document project issues (current problems) and risks (potential problems that could affect the project).
* **Analyze and prioritize**: assess the potential impact and determine the highest priority risks and problems that will be actively managed.
* **Plan and schedule**: determine the strategy for managing priority risks and issues and identify a resource who can take responsibility for mitigation and remediation.
* **Track and report**: monitor and report the status of risks and problems.
* **Escalate**: escalate to project sponsors the high impact problems and risks that the team is unable to resolve.
* **Control**: review the effectiveness of risk and issue management actions.

Active issues and risks will be regularly monitored during the project.

### Change management process

During the project, either party is able to request modifications to the Services described in this SOW. These changes only take effect when the proposed change is agreed upon by both parties. The change management process steps are:

* **The change is documented**: all change requests will be documented by Microsoft in a Microsoft change request form and submitted to the Customer. The change request form includes:
  + A description of the change.
  + The estimated effect of implementing the change.
* **The change is submitted**: the change request form will be provided to the Customer.
* **The change is accepted or rejected**: the Customer has **three (3)** business days to confirm the following to Microsoft:
  + Acceptance—the Customer must sign and return change request form.
  + Rejection—if the Customer does not want to proceed with the change or does not provide an approval within three business days, no changes will be performed.

### Executive steering committee

The executive steering committee provides overall senior management oversight and strategic direction for the project. The executive steering committee for the project will meet per the frequency defined in the communication plan and will include the roles listed in the following table. The responsibilities for the committee include:

* Making decisions about project strategic direction.
* Serving as a final arbiter of project issues.
* Approving significant change requests.

| Role | Organization | |
| --- | --- | --- |
| Project sponsor | End Customer |
| Project sponsor | Customer |
| Delivery manager | Microsoft |

### Escalation path

The Microsoft project manager will work closely with the Customer project manager, sponsor, and other designees to manage project issues, risks, and change requests as described previously. The Customer will provide reasonable access to the sponsor or sponsors in order to expedite resolution. The standard escalation path for review, approval, or dispute resolution is as follows:

* Project team member (Microsoft or the Customer)
* Project manager (Microsoft and the Customer)
* Microsoft delivery manager
* Microsoft and the Customer project sponsor
* Executive steering committee

## Project completion

The project will be considered complete when at least one of the following conditions is met:

* All Microsoft deliverables that require acceptance have been delivered and accepted (or deemed accepted).
* The Work Order has been terminated.

# Project organization

## Project roles and responsibilities

The key project roles and the responsibilities are as follows.

#### Customer

| Role | Responsibilities |
| --- | --- |
| Project sponsor | * Provide the estimated project commitment: 2–4 hours a week * Make key project decisions. * Serve as a point of escalation to support clearing project roadblocks. |
| Project manager | Provide the estimated project commitment: 20 hours a week  Serve as primary point of contact for the Microsoft team.  Manage the overall project.  Deliver the project on schedule.  Take responsibility for Customer resource allocation, risk management, and project priorities.  Communicate with executive stakeholders. |
| Active Directory lead and identity lead (or leads) | Take responsibility for Azure Active Directory and an integrated on-premises AD DS forest (or forests).  Take responsibility for the Azure Active Directory identity management solution going forward. |

|  |  |
| --- | --- |
| Identity lead (or leads) | * Provide requirements for the MFA and conditional access solution and make design decisions. * Take responsibility for Azure Active Directory. * Take responsibility for the MFA and conditional access solution going forward. |
| Security lead (or leads) | * Provide security requirements for the solution. * Optionally, participate in solution validation testing. |
| User communication lead (or leads) | Take responsibility for user communications related to the MFA and conditional access solution. |

|  |  |
| --- | --- |
| Technical team lead | Provide the estimated project commitment: full time  Serve as primary technical point of contact.  Take ownership of technical architecture and code deliverables. |

#### Microsoft

| Role | Responsibilities | |
| --- | --- | --- |
| Delivery manager | Manage and coordinate the overall Microsoft project.  Serve as a single point of contact for escalations, billing issues, personnel matters, and contract extensions. |
| Microsoft project manager | Manage and coordinate Microsoft project delivery.  Take responsibility for issue and risk management, change management, project priorities, status communications, and status meetings.  Coordinate Microsoft and Microsoft subcontractor resources but not Customer resources. |
| Microsoft lead architect | Design the overall solution.  Provide guidance based on Microsoft-recommended practices. |
| Microsoft consultant | Lead workshop and produces document deliverables.  Provide technical support during Customer-led completion of preparation tasks.  Complete all in-scope implementation work. |

# Customer responsibilities and project assumptions

## Customer responsibilities

In addition to Customer activities defined in the Approach section, the Customer is also required to:

* Provide information:
  + This includes accurate, timely (within three business days or as mutually agreed upon), and complete information.
* Provide access to people and resources.
  + This includes access to knowledgeable Customer personnel, including business user representatives, and access to funding if additional budget is needed to deliver project scope.
* Provide access to systems.
  + This includes access to all necessary Customer work locations, networks, systems, and applications (remote and onsite).
* Provide a work environment.
  + This consists of suitable work spaces, including desks, chairs, and Internet access.
* Manage non-Microsoft resources.
  + The Customer will assume responsibility for the management of all Customer personnel and vendors who are not managed by Microsoft.
* Manage external dependencies.
  + The Customer will facilitate any interactions with related projects or programs in order to manage external project dependencies.
* Manage the End Customer ()
  + With regards to the End-Customer () stakeholders and their dependencies.
  + With regards to End-Customer’s () participation during workshops and collect their input and/or feedback if required in a timely manner inline with timelines as outlined in this Statement of Work.
* Provide transparency and inclusiveness
  + On governance level to the Microsoft Team’s governance component with regards to steering community, project status and project management with the end Customer towards matters that would be directly or indirectly related to or influence this project at all times.

## Project assumptions

The project scope, Services, fees, timeline, and our detailed solution are based on the information provided by the Customer to date. During the project, the information and assumptions in this SOW will be validated, and if a material difference is present, this could result in Microsoft initiating a change request to cover additional work or extend the project duration. In addition, the following assumptions have been made:

* Work day:
  + The standard work day for the Microsoft project team is between 8 AM and 5 PM, Monday through Friday.
* Standard holidays:
  + Observance of consultants’ country-of-residence holidays is assumed and has been factored into the project timeline.
* Remote working:
  + The Microsoft project team may perform Services remotely.
  + If the Microsoft project team is required to be present at the Customer location on a weekly basis, resources will typically be on site for three nights and four days, arriving on a Monday and leaving on a Thursday.
* Language:
  + All project communications and documentation will be in English. Local language support and translations will be provided by the Customer.
* Staffing:
  + If necessary, Microsoft will make staffing changes. These can include, but are not limited to, the number of resources, individuals, and project roles.
* Informal knowledge transfer:
  + Customer staff members who work alongside Microsoft staff will be provided with information knowledge transfer throughout the project. No formal training materials will be developed or delivered as part of this informal knowledge transfer.